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**1. Общие положения**

1.1. Настоящее Положение разработано в соответствии с положениями [Конституции](http://internet.garant.ru/document/redirect/10103000/0) Российской Федерации, [Трудового кодекса](http://internet.garant.ru/document/redirect/12125268/0) РФ, [Федерального закона](http://internet.garant.ru/document/redirect/12148555/0) "Об информации, информационных технологиях и о защите информации" N 149-ФЗ от 27.07.2006 года, [Федерального закона](http://internet.garant.ru/document/redirect/12148567/0) "О персональных данных" N 152-ФЗ от 27.07.2006 года и других, определяющих случаи и особенности обработки персональных данных федеральных законов.

1.2. Целью настоящего Положения является защита персональных данных, относящихся к личности и частной жизни работников и обучающихся в Калининском РО КРО ОО ВОА от несанкционированного доступа, неправомерного их использования или утраты.

1.3. Персональные данные субъекта являются конфиденциальной информацией и не могут быть использованы никем в личных целях. Лица, получившие доступ к персональным данным, обязаны не раскрывать третьим лицам и не распространять персональные данные без согласия субъекта персональных данных, если иное не предусмотрено федеральным законом.

**2. Принципы и условия обработки персональных данных**

2.1. Обработка персональных данных работников и обучающихся осуществляется с их согласия.

2.2. Лицо, осуществляющее обработку персональных данных, обязано соблюдать принципы и правила обработки персональных данных, предусмотренные Федеральным законом.

**3. Хранение, обработка и передача персональных данных работника и обучающегося**

3.1. К персональным данным работника и обучающихся относятся:

– реквизиты документа, удостоверяющего личность;

– сведения о месте, дате рождения;

- сведения о месте регистрации, проживания;

- сведения о семейном положении;

- СНИЛС;

- ИНН;

– реквизиты документа об образовании;

- реквизиты водительского удостоверения;

- телефон, электронный почтовый адрес;

- банковские реквизиты;

- фотография;

- содержание трудового договора;

- анкетные данные,

- данные о состоянии здоровья

3.2. Право доступа к персональным данным имеют работники кадровой службы и лица, назначенные приказом руководителя организации.

3.3. Лица, имеющие доступ к персональным данным обязаны использовать их лишь в целях, для которых они были предоставлены.

3.4. Руководитель организации может передавать персональные данные работников и обучающихся третьим лицам, только если это необходимо в целях предупреждения угрозы их жизни и здоровья, а также в случаях, установленных законодательством.

3.5. Организация осуществляет передачу персональных данных работников и обучающихся (законных представителей) только при наличии их согласия на это.

3.6. Согласие обучающегося (законного представителя) на обработку персональных данных, разрешенных ими для распространения, оформляется при заключении договора на оказание платных образовательных услуг.

3.7. Персональные данные несовершеннолетнего обучающегося могут быть предоставлены самим обучающимся с письменного согласия родителей, законных представителей.

**4. Хранение и защита персональных данных**

4.1. Организация обеспечивает защиту персональных данных работников и обучающихся от неправомерного использования или утраты в порядке, установленном законодательством РФ.

4.2. Организация самостоятельно определяет состав и перечень мер, необходимых и достаточных для обеспечения выполнения обязанностей по хранению и защите персональных данных, предусмотренных действующим законодательством. К таким мерам относятся:

1) назначение ответственного за организацию обработки персональных данных;

3) применение правовых, организационных и технических мер по обеспечению безопасности персональных данных;

4) осуществление внутреннего контроля за обработкой персональных данных;

6) ознакомление работников организации, осуществляющих обработку персональных данных, с положениями [законодательства](http://internet.garant.ru/document/redirect/12148567/4) Российской Федерации о персональных данных, в том числе требованиями к защите персональных данных и обучение указанных работников.

4.3. Работники и обучающиеся должны быть ознакомлены с настоящим Положением под расписку.

4.4. Организация обязана обеспечить работникам и обучающимся свободный бесплатный доступ к своим персональным данным, включая право на получение копий любой записи, содержащей их персональные данные, за исключением случаев, предусмотренных [законодательством](http://internet.garant.ru/document/redirect/12148567/1405).

4.6. Организация обязана по требованию работника и (или) обучающегося предоставить ему полную информацию о его персональных данных и их обработке.

4.7. Если работник и (или) обучающийся считает, что организация осуществляет обработку его персональных данных с нарушением требований [Федерального закона](http://internet.garant.ru/document/redirect/12148567/17) или иным образом нарушает его права и свободы, он вправе обжаловать действия или бездействие работников организации в уполномоченный орган по защите прав субъектов персональных данных или в судебном порядке.

4.8. Работник или обучающийся (законный представитель) вправе обратиться с требованием прекратить передачу (распространение, предоставление, доступ) своих персональных данных, ранее разрешенных им для распространения, к любому лицу, обрабатывающему его персональные данные, в случае несоблюдения положений [Федерального закона](http://internet.garant.ru/document/redirect/12148567/0) или обратиться с таким требованием в суд.

**5. Порядок уничтожения, блокировки персональных данных**

5.1. В случае выявления неправомерной обработки персональных данных организация обязана осуществить блокировку неправомерно обрабатываемых персональных данных на период проверки.

5.2. В случае поступления требования работника или обучающегося (законного представителя) о прекращении распространения его персональных данных, передача (распространение, предоставление, доступ) персональных данных, ранее разрешенных таким работником или обучающимся (законным представителем) для распространения, должна быть прекращена в незамедлительно.

5.3. Об устранении допущенных нарушений или об уничтожении персональных данных организация обязана уведомить заявителя.

5.4. В случае отзыва работником или обучающимся персональных данных согласия на обработку его персональных данных, организация обязана прекратить их обработку и в случае, если сохранение персональных данных более не требуется для целей обработки персональных данных, уничтожить персональные данные в срок, не превышающий тридцати дней с даты поступления указанного отзыва, если иное не предусмотрено договором, стороной которого работник или обучающийся.

5.5. Лица, виновные в нарушении норм, регулирующих получение, обработку и защиту персональных данных работника, обучающегося, привлекаются к дисциплинарной, гражданско-правовой, административной и уголовной ответственности в порядке, установленном действующим законодательством.